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	Job Aid:
Upgrade Tool And Worksheets
For S8300, S8400, S8500, S8700-series media servers, ESS servers, LSPs, G350, and G700 Media Gateways
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This job aid describes the steps required to use the Upgrade Tool to upgrade software and firmware on the following platforms:

	Main Servers

	S8300 Media Server 

	
	S8400 Media Server

	
	S8500 Media Server

	
	S8700-series media servers

	Other Servers
	S8300 and S8500 Media Servers configured as a Local Survivable Processor (LSP) 


	
	S8700-series Standby Server1

	
	S8500 used as an Enterprise Survivable Server (ESS)


	
	S8700-series servers used as an ESS server3 

	Media Gateways
	G700 Media Gateway

	
	G350 Media Gateway1


Worksheets appear at the end of this document and should be filled in with actual customer data. Since this document is a Word file, you can complete the worksheets in Word. To do so, simply tab to the fields and type the data. Then, save the file by selecting File > Save As, and entering a name for the file.

Note: The Upgrade Tool’s on-line help can be used for additional information.

Purpose

The Upgrade Tool allows you to automatically upgrade or update the following:

· Enterprise Survivable Servers (ESS), Local Survivable Processors (LSPs), remote or local G350 Media Gateways, and G700 Media Gateways from the main server. You can also use the Upgrade Tool to apply service packs and platform/security updates to these upgrade targets.


NOTE: The LSPs must be running Communication Manager Release 2.0 or later. If an S8300 is used as an LSP, it must have the “B” or “C” version of the S8300 Media Server. 

· Most of the media modules that are resident in the G350 or G700 Media Gateways (MM312, MM710, MM711, MM712, MM714, MM716, MM717, MM720, MM722, and MM760)

· The main server on which the Upgrade Tool is running. The Upgrade Tool only supports main servers running Communication Manager Release 2.1 or later. The upgrade also includes service packs and platform/security updates.

NOTE: This upgrade includes the standby server if you are upgrading an S8700-series Media Server. 

CAUTION: When you are upgrading the media server as a primary controller, you must check Product Support Notice #739U for the supported upgrade paths. If you attempt to upgrade the media server to a release that is not supported as an upgrade path, you might corrupt the translations. 

Also, you must check PSN #739U for compatibility of software loads between the primary controller and any LSPs or ESSs. If the software loads of the primary controller and the LSPs/ESSs are incompatible, then file synchronization between the primary controller and the LSPs/ESSs can cause translation corruption on the LSPs/ESSs.

To check PSN #739U, from any computer, access http://support.avaya.com. Select Product Support Notices > View All Documents > PSN #739U.

Restrictions on the Upgrade Tool 

The Upgrade Tool is embedded in the Communication Manager software running on a main server. As a result, the version of Communication Manager determines which devices you can upgrade with the Upgrade Tool. See the following table:
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Streamlining LSP and ESS server upgrades through remote access

You might be able to perform all tasks for upgrading LSPs remotely, including downloading the Communication Manager software.  The additional tasks required for remote download are included in the table labeled Prerequisite tasks for running the Upgrade Tool on page 11. For a summary of tasks to streamline an LSP or an ESS server upgrade through remote access, see Overview of LSP and ESS server upgrades through remote access on page 41.

Automatic upgrades over the network

You don’t have to run the upgrades one at a time. Simply enter the needed information for all the LSPs, the ESS servers, and the gateways then run the Upgrade Tool. The Upgrade Tool connects to all the LSPs, the ESS servers, and the media gateways over the network and automatically upgrades the software and firmware.

Figure 1 on page 6 illustrates many of the configurations that the Upgrade Tool supports.
NOTE: You cannot execute the Upgrade Tool from an LSP or an ESS server. The Upgrade Tool must be executed from a main server (also referred to as the primary controller).

The Upgrade Tool expects that the load you are installing is present on the target server (the server you are upgrading). You can log into each server and use the Manage Software Web page in the Maintenance Web pages to copy the load to the target server from a CD-ROM or an http/tftp server. 

You cannot use the Communication Manager Release 4.0 Upgrade Tool to do the following:

· Upgrade a G150, a G250, a G250 DCP, a G250 DS1, or a G250-BRI Media Gateway.

· Upgrade an IG550 Integrated Gateway

· Install a new main server, ESS server, LSP, G350, or G700 Media Gateway. 

For a new main server, ESS server, or LSP installation, you must be on-site, install the software from CD-ROM, and use the Avaya Installation Wizard to complete the installation. For a new media gateway installation, you must use the Avaya Gateway Installation Wizard or perform a manual installation.

· Distribute/copy the load from a FTP/TFTP server to the target server to be upgraded.

· Upgrade the LSP or the ESS server after you upgrade the main server. 

You must upgrade the LSP and the ESS server to the newest release of Communication Manager before you upgrade the main server to the newest release. 

· Upgrade the active LSP.  An LSP is active when it has taken control of calls because of problems with the main server or the network.

· Upgrade the P330 or the C360 Expansion modules.

NOTE: This limitation does not apply to the P330 processor embedded in a G700 Media Gateway, nor to the P330 processors in a G700 stack. 

· Upgrade the G600, the G650, the CMC1, the SCC1, or the MCC1 Media Gateways.

· Install authentication (password) files.

Required pre-upgrade service pack for upgrades from Release 2.x

Before upgrading a main server, an ESS server, or an LSP from Release 2.x to Communication Manager Release 4.0 or later, you must install the pre-upgrade service pack on each device. To upgrade a main server, an ESS server or an LSP, see Upgrading, Migrating, and Converting Media Servers and Gateways, Issue 2.1, 03-300412, or Installing and Upgrading  the Avaya G700 Media Gateway and Avaya S8300 Media Server, Issue 10, 555-234-100. You can use the Upgrade Tool to install the pre-upgrade service pack.

Sequence of upgrades by the Upgrade Tool 

The ESS server, the LSP, or the gateway must already be administered and registered with the main server before you use the Upgrade Tool. To verify that the server or gateway is registered, use the Query Versions option on the Upgrade Tool navigation pane. The Query Versions screen shows an IP address next to each registered ESS server, LSP, and gateway.

The Upgrade Tool upgrades components that you specify in the following order:

· The LSPs 

· The media gateways and their media modules

· The ESS servers that you specify

· The simplex or duplex main server(s) (upgrading from Release 2.1 or later release only)

Because you upgrade the LSPs before the media gateways, the Upgrade Tool can use the TFTP server capability of the LSPs to supply the upgrade firmware to the gateways. In these cases, the Upgrade Tool uses the firmware that was loaded as part of the Communication Manager upgrade and automatically copies the firmware to the TFTP boot directory of each LSP. 

NOTE The firmware files and the release software on the Communication Manager software distribution CD are copied to the TFTP boot directory. Make sure the firmware in the software CD is the most recent firmware available before using an LSP’s TFTP server for a gateway upgrade. Otherwise, you may want to upload the most recent individual firmware files. For more information, see “Checking the CD for the most recent files” on page 8.

An S8300 main server can also serve as the TFTP server for the gateways that do not have LSPs. To use the S8300 TFTP server, the S8300 must be running Communication Manager Release 2.1 or later software.  However, as with an LSP used as a TFTP server, make sure the firmware on the software CD is the most current, and if it isn’t, upload more recent firmware.
If you cannot be sure that the software CD has the most current firmware:

1. Download the firmware from the Avaya support Web site.

2. Place the firmware on any TFTP server. For upgrading the G350 Media Gateway, place the firmware on any FTP server in the customer’s network.

3. Use that TFTP or FTP server as the source of the upgrade firmware.

Figure 1: Configurations supported by the Upgrade Tool
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Special considerations for an S8700-series media server

If you run the Upgrade Tool from a duplex server, start each upgrade session from the active server (Server x as shown in Figure 2). The upgrade of each targeted ESS server, LSP, or gateway begins and ends from the same physical media server. If a server interchange occurs during an upgrade session, such that the standby server (Server y) becomes the active server, the originally active server (Server x) continues with the upgrades in the session until they are all complete, assuming the interchange was not prompted by a server failure. The upgrade status for the ESS server, the LSP, or the gateway that are running on a particular server, are shown on that server only. If that server fails before the upgrade is finished, the upgrades do not complete.

NOTE: This aspect of upgrade status is a difference from the Upgrade Tool on Communication Manager R2.0. For more information, see Job Aid: Upgrade Tool and Worksheets for Avaya S8300 (LSP) Media Server and Avaya G350 and G700 Media Gateways, November, 2003.

If a server interchange occurs you can view the current upgrade status by logging in to the actual IP address or host name of the S8700-series server that you used to do the upgrade. Do not use the alias address or the alias name for the active server. When scheduling further upgrades, you must log in to the newly active server to run the tool.

When you upgrade a duplex server, run the Upgrade Tool from the active server (Server x). The Upgrade Tool performs the upgrades in the following order, the LSPs, the media gateways, the ESS servers, and then finally the standby server (Server y). When the upgrades completes and the standby server (Server y) reboots , an interchange occurs automatically so the standby server (Server y) becomes active and the active server (Server x) becomes standby. The Upgrade Tool continues to run on the same server (Server x) that it was running on prior to the interchange while it upgrades Server x.  All active calls are dropped when the server interchange occurs.

The newly active server (Server y) remains active when the upgrades are complete. For the upgrades that were started before the interchange, the server that is active after the interchange (Server y) does not show any upgrade status data. The upgrade status data is available only on the server on which the upgrade was started (Server x).

CAUTION: After an interchange, do not start another upgrade on the newly-active server until the current upgrade is finished. To see when the upgrade is finished, access the Upgrade Tool from the server on which you started the upgrade and use the View Active and View Prior menu options. The View Active screen shows the status of devices while the upgrade session is running. The View Prior screen shows when the upgrade session  is complete.

Figure 2: Upgrade process of the S8700-series media server
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S8700-series server used as an ESS server

When an S8700-series server is used as an ESS server, the Upgrade Tool upgrades the standby server first. After the upgrade to the standby server is complete, the Upgrade Tool interchanges the servers and performs the upgrade on the remaining server.

Software and Firmware You Can Upgrade with the Upgrade Tool

The Upgrade Tool allows you to upgrade the following software and firmware:

· Communication Manager software (main servers, ESS servers, and  LSPs).

· License files for the main server, the ESS servers, and the LSPs.
· Communication Manager Service packs for the main servers, the ESS servers, and the LSPs.
· Firmware for the media gateway processors and media modules.

· Platform/security updates for Linux or Communication Manager

The server software and firmware files

The software to upgrade the media server is contained on the Communication Manager software distribution CD. The software CD also contains the media gateway and the media module firmware. The module firmware was up-to-date at the time the software CD was made available. However, the Upgrade Tool can install more recent firmware, if available, that you can retrieve from http://support.avaya com. You can then load the separate firmware files on one or more TFTP servers, which can include upgraded LSPs or the S8300 main server’s /tftpboot directory.  From there, the Upgrade Tool can upgrade media gateways. 

CAUTION: When you are upgrading the media server as a primary controller, you must check Product Support Notice #739U for the supported upgrade paths. If you attempt to upgrade the media server to a release that is not supported as an upgrade path, you might corrupt the translations. 

Also, you must check PSN #739U for compatibility of software loads between the primary controller and any LSPs or ESSs. If the software loads of the primary controller and the LSPs/ESSs are incompatible, then file synchronization between the primary controller and the LSPs/ESSs can cause translation corruption on the LSPs/ESSs.

To check PSN #739U, from any computer, access http://support.avaya.com. Select Product Support Notices > View All Documents > PSN #739U.

Checking the CD for the most recent files

This firmware on the Communication Manager software distribution CD may not be the most recent. Therefore, check the firmware versions contained on the software CD to verify that you have the latest before installing the firmware using the LSP’s TFTP server. You can do this by accessing the CD on your laptop and displaying the actual firmware filenames in the Releases\<release_number>\Gateways directory.  Match the firmware versions displayed with the list available on http://support.avaya.com.
If the firmware versions contained on the software CD are not the latest, then you must retrieve the lastest firmware files from http://support.avaya.com and upload them to a TFTP server. The TFTP server can be the /tftpboot directory of an LSP or the /tftpboot directory of the S8300 main server. Alternatively, for a G350 Media Gateway, the files can be uploaded to an FTP server.
NOTE: The /var/ftp/home/pub directory on the S8300 main server may be used as the FTP server for firmware upgrades of G350 Media Gateways and their respective media modules. In this case, the Upgrade Tool can install the firmware files from the main server onto every connected G350 Media Gateway you identify. 

Licenses

Each main server, LSP, and ESS server, needs a new license file for an upgrade. The Upgrade Tool allows you to install a new license file on the main server, the ESS servers and the LSPs. To have the Upgrade Tool install all the license files, the license files must be copied to the /var/ftp/home/pub directory on the main server for the Upgrade Tool. In addition, each license file must have a System ID (SID) and Module ID (MID) that matches the SID and MID of  the main server, the ESS server, or the LSP.

NOTE: The Upgrade Tool cannot install authentication files.  Therefore, after any new licenses are installed using the Upgrade Tool, you might need to install a new authentication file using the Authentication File Web page.

CAUTION: A super-user (SUSER) login must exist on the server before you can install a new authentication file. Check that an SUSER login exists before you perform the upgrade. If an SUSER login does not exist, you must add one immediately after the upgrade.
Software and firmware filenames

For all upgrades, you must enter the software and firmware filenames in the appropriate fields on the Upgrade Tool’s Schedule Upgrade screen. The file names are those as listed on http://support.avaya.com. The correct filenames should be entered on the Upgrade Tool Worksheets first. The software/firmware filenames have a different format for each type of device. Table 1 shows example filenames for each type of device.

Table 1: Example Software and Firmware Filenames
	Component
	Filename Example

	S8700-series media server (main server or ESS server)
	014-00.0.728.0

	S8500 Media Server (main server or ESS server)
	014-00.0.728.0

	S8400 Media Server (main server)
	014-00.0.728.0

	S8300 Media Server (main server)
	014-00.0.728.0

	LSP Software
	014-00.0.728.0

	LSP, ESS, or main server update file name
	00.0.728.0-1500.tar.gz

	Platform/security file for LSP, ESS server, and main server
	PLAT-rhel4-1000.tar.gz

	G350 Processors

	G350 Processor
	g350_sw_23_23_1.bin

	G350 Device Manager
	g350_emweb_3_1_8.bin

	MM312 DCP Media Module
	mm312v8.fdl

	MMANALOG Media Module (Integrated Analog)
	Mmanalogv71.fdl

	G700 Processors

	P330 Stack Processor
	viisa4_1_6.exe

	P330 Device Manager
	p330Tweb.4.6.9.exe

	G700 Media Gateway Processor (MGP)
	mgp_26_23_1.bin

	VoIP Media Module and Motherboard VoIP (MM760)
	mm760v66.fdl

	Media Modules (G350 and G700)

	MM710 E1/T1 Media Module
	mm710v18.fdl

	MM711 Analog Port/Trunk Media Module (version 6 or earlier)
	mm711v17.fdl

	MM711 Analog Port/Trunk Media Module (version 7)
	mm711h7v24.fdl

	MM711 Analog Port/Trunk Media Module (version 20or later)
	mm711h20v71.fdl

	MM712 DCP Media Module
	mm712v8.fdl

	MM714 Analog Media Module
	mm714v71.fdl

	MM716 Analog Media Module
	mm716v86.fdl

	MM717 DCP Media Module
	mm717v6.fdl

	MM720 BRI Media Module
	mm720v7.fdl

	MM722 BRI Media Module
	mm722v7.fdl


Prerequisite tasks for running the Upgrade Tool

The tasks necessary to prepare for an upgrade of a main server, an ESS server, an LSP, and a media gateway are the same, regardless of whether you are performing the upgrade manually or using the Upgrade Tool. For a detailed description of these tasks, see:

· Installing and Upgrading the Avaya G350 Media Gateway, Issue 4, 03-300394

· Installing and Upgrading the Avaya G700 Media Gateway and Avaya S8300 Media Server, Issue 10, 555-234-100

· Upgrading, Migrating, and Converting Media Servers and Gateways, Issue 3, 03-300412
· Using the Avaya Enterprise Survivable Servers (ESS), Issue 3, 03-300428

Table 2: Prerequisite Task List to Using the Upgrade Tool

	Task
	Description

	Get the Upgrade Tool Work​sheets or the planning forms from the Project Manager.
	The Upgrade Tool Worksheets, or the planning forms, specify the latest versions of soft​ware and firmware that are available.  The Upgrade Tool Worksheets, or planning forms, list the target software and firmware versions. The worksheets also indicate what TFTP and FTP servers the tool must use, along with their IP addresses, logins and password, if any.

Note: You can use the Query Version feature of the Upgrade Tool to automatically check the version of software and firmware currently installed on each upgrade target. 

	Get the system IDs (SID) and the module IDs (MID) that were used to create license files.
	You need the SID and the MID of each server that you are going to upgrade. The SID and the MID are sometimes included in the planning forms that you receive from the project manager. If they are not in the planning forms, you can find the SID by running the Query Versions option in the Upgrade Tool.  You can also find the SID by entering the display system-parameters customer-options command on the server’s system access terminal (SAT).

In some cases you may need the serial number of the gateway. For an older S8300 Media Server you need the serial number of the gateway that houses the S8300 LSP. For an S8500 that is used as an LSP, one gateway that does not house a server is selected as the reference gateway for the S8500.

If this is a server, you can determine the serial number by going to the Maintenance Web Interface and clicking on serial numbers. If this is a media gateway, you can use ssh or telnet to access the media gateway and enter the show system command.

	Check the number of allocated ports (S8300 only).
	Communication Manager Release 2.0 and later supports a maximum of 900 ports on a S8300 main server. If the existing system has more than 900 ports allocated, there may be a problem with the upgrade. In this case escalate before proceeding. 

Ask the customer to check the system for the maximum number of ports. This can be done via the SAT command display system-parameters customer-options. Verify that the Maximum Ports field is 900 ports or less.


	Check that the customer has an FTP server for backing up data (S8300 only).
	During the installation and upgrade procedures, you must back-up the system data to an FTP server. Normally, an FTP server on the customer’s LAN is used for backups. To use an FTP server you need information on how to get to the backup location such as the login ID, the password, the IP address, and the directory path on the FTP server. Check with your project manager or the customer for this information.

	Complete the Remote Feature Activation (RFA)  process
	For each LSP, ESS server, or main server that you upgrade, you might be required to obtain a license file from Remote Feature Activation (RFA).   A license filename has the format of: S<sid>V<xxx>m<mid>-<yymmdd-hhmmss>.lic, where <sid> is the system ID, <xxx> is the version of the license, and <mid> is the module ID. For example, in the license file name S13870V3m22-030701-102344.lic, the system ID is 13870 and the module ID is 22. You also use RFA to obtain an authentication file for Communication Manager logins.
NOTE: Your project manager may obtain the license and authentication files and deliver them to you via e-mail.

For more information, see “Upgrading an Existing S8300B to R4.0” in Installing and Upgrading the Avaya G700 Media Gateway and Avaya S8300 Media Server, Issue 10, 555-234-100 and ”Downloading License and Avaya Authentication Files” in Upgrading, Migrating, and Converting Media Servers and Gateways, Issue 3, 03-300412.

	Get all the necessary software.
	The files that contain the S8300, S8400, S8700-series, and S8500 software and the G700 and G350 firmware are on the Communication Manager software distribution CD that you take to the site. For each media server that will be upgraded, the Communication Manager software must be copied to the media server disk by using the Manage Software web page.  Included with the software are firmware files for the media gateways and media modules. However, you may also need an additional software service pack, more recent versions of  the G700 or G350 firmware files, media module firmware files, or platform/security update files. You can obtain these files from the Avaya support web site and download them to your laptop. These files can then be downloaded to the main server’s /var/home/ftp/pub directory. From there, you can install service packs and platform/security updates with the Web pages.  On an S8300, you can also upload firmware to the server’s /tftpboot directory for installation on gateways, as appropriate.
The Communication Manager software and authentication files must also be downloaded to each LSP prior to running the upgrade. Normally, you download these files locally from a technician’s laptop at the location of each LSP. However, you can also download the software and authentication files to an LSP from any computer that has a network connection to the LSP.

NOTE: The software files can be very large. The customer’s LAN must have sufficent bandwidth to download the files.


	Set up a TFTP server or HTTP server for remote LSP and ESS software download (optional)
	The customer can set up one or more TFTP servers from which to download Communication Manager software to each LSP. However, each LSP and ESS must be accessible to one of these TFTP servers over the WAN. Additionally, the file structure should be installed on the TFTP server so it matches the format of the CDROM. This means that the file structure of the CDROM must be copied, in tact, to the outgoing root directory of the TFTP server.
As another alternative, the customer can set up an HTTP Web server to be used to distribute the files. The file structure should be installed on the HTTP server so it matches the format of the CM server CDROM. The source directory should be designated as URL of the webserver followed by full path name to the /Releases directory. Example (http://www.acme-home.com/upgrades/ Releases).

Note: Use of the TFTP server should be within the local LAN segment. Downloading the Communication Manager software over a WAN is not recommended because a TFTP server can time out, and the download can fail.

Additionally, the bandwidth of the WAN should be large because the Communication Manager software files are very large — with some files up to 72 Megabytes (MB) in size and a cumulative total for all files of over 400 MB.

Note: To upgrade the firmware on the media gateway or its media modules, you can download the firmware from a TFTP server only. This TFTP server can be the /tftpboot directory on an S8300 Media Server or a TFTP directory on any server that is accessible over the LAN to the media gateway. 

An HTTP server cannot be used for firmware downloads to the media gateway or its media modules.

	Check the current software release.
	You can use the Query Version feature of the Upgrade Tool to automatically check the version of the software and the firmware that is currently installed on each upgrade target.

	Connect your laptop to each LSP and ESS server (LSPs and ESS servers only).
	You can connect to the Services port of the LSP or the ESS server by using a cross-connect cable from the technician’s laptop to the services port on the server. The laptop must be configured for the connec​tion.

NOTE: You can also connect to the LSP or the ESS server over a network if the LAN bandwidth is high enough.


	At each remote location, download the authentication files for each LSP or ESS server. Load the release software to each LSP or ESS server using the Manage Software Web page.
	According to the customer’s need, you might perform this task at each server’s location or remotely from a central location.

At the server’s location, copy the release software to the hard disk of each LSP or ESS server. You must copy the software prior to running the Upgrade Tool. Use the Manage Software option on the Maintenance Web Pages main menu to copy the software.

The Upgrade Tool cannot install authentication files. Therefore, copy the authentication files to a computer that can connect to the customer’s network. From that same computer, log into the Web pages for each LSP and use the Download Files Web page to download the authentication file.

The Manage Software can also be run remotely if you can access the maintenance web interface. The Manage Software can be directed to copy the release software from a TFTP server to the disk of the media server. The Manage Software can also be directed to copy the release software from a URL ( an HTTP web server) to the disk of the media server. However, the WAN must be able to handle files requiring large bandwidth, up to 72 MB for a single file. The download from TFTP or HTTP server may experience a timeout, in which case you must restart the download.

	Download the G700 and the G350 firmware files to an FTP or TFTP directory (for media gateways without an LSP).
	For any G700 or G350 Media Gateway that does not have access to an LSP, you can send the individual firmware files to the customer and ask the customer to copy the files to a outgoing directory on a customer TFTP (for G700 or G350) or FTP (for G350 only) server. The Upgrade Tool reads the firmware files from the directory on the TFTP or the FTP server. 

The firmware may be contained in a tar.gz file or may be available as individual firmware files.  If you are sending the tar.gz file, the customer will have to unzip it. 

NOTE: If the customer does not have a TFTP directory, the customer can create one using the downloadable TFTP Server software that is accessible at http://avaya.com/support. See instructions in the Installation and Upgrades document for the G700 Media Gateway.

For G350 media firmware upgrades, you can use the Download Files Web page to copy the G350 firmware files to the main server’s var/home/ftp/pub directory. In this case, the Upgrade Tool can install the firmware files from the main server to every connected G350 Media Gateway that you identify. 

NOTE: Each of the G350 Media Gateways that you are upgrading must be able to communicate with the main server over the network, and the main server must be able communicate with each of the G350 Media Gateways.

	Upgrade the IPSI circuit packs (S8400, S8500 and S8700-series media servers only).

Upgrade the SIPI circuit pack (S8400 only)
	See Upgrading, Migrating, and Converting Media Servers and Gateways, Issue 3, 03-300412.

In some configurations, both the SIPI and the IPSI will be used with a S8400 Media Server.

	For pre-3.0 systems, install the pre-upgrade service pack. 
	The pre-upgrade service pack enables the Upgrade Tool to upgrade the main server with the software from the software CD. See Upgrading, Migrating, and Converting Media Servers and Gateways, Issue 3, 03-300412 or Installing and Upgrading the Avaya G700 Media Gateway and Avaya S8300 Media Server, Issue 10, 555-234-100.

	Load release software, service packs, license files, platform/security updates, and the main server’s authentication file to the main server.
	Use the Download Software Web page to load the appropriate Communication Manager Release 4.0 service packs, license files, and platform/security updates for the main server and each ESS server and LSP. Also download the main server’s new authentication file to the main server. Use the Manage Software Web page to load the Communication Manager software for the main server.

From the main server, the Upgrade Tool can install the service packs, license files, and platform/security updates on every connected LSP or ESS server. However, the Upgrade Tool can only install the Communication Manager software you load on the main server to the main server itself. The Upgrade Tool cannot install software on the LSP and the ESS server using the software that you downloaded to the main server. Instead, follow the step earlier in this checklist; “At each remote locations, download the authentication files for each LSP or ESS server. Load the release software to each LSP or ESS server using the Manage Software Web page..” Then, the Upgrade Tool can remotely install the upgrade software and service packs.

NOTE: See “Upgrading an Existing S8300B to R4.0” in Installing and Upgrading the Avaya G700 Media Gateway and Avaya S8300 Media Server, Issue 10, 555-234-100, “Copy license and Avaya authentication files to the media server” in Upgrading, Migrating, and Converting Media Servers and Gateways, Issue 2.1, 03-300412.

	Be sure Ping is enabled on the main server.
	On the Firewall page of the Maintenance Web page, enable the "Output from Server" check box for Ping Service. Ping is enabled to allow the Upgrade Tool the ability to check the availability of the upgrade targets.

	Prepare for the upgrade on the main server.
	Clear any alarms.

	
	Check the link status (S8400, S8500 and S8700-series main servers only).

	
	Record all busyouts.

	
	Check the clock synchronization (S8400, S8500 and S8700-series main servers only).

	
	Disable the scheduled maintenance.

	
	Busyout the MMI circuit packs - high or critical reliability only (S8700-series main servers only).

	
	Check for translation corruption.

	
	Save translations.

	
	Back-up the system.

	
	Ensure a super-user login exists

	Check the servers for file transfer permissions, if downloading software/firmware remotely.
	If using a TFTP or HTTP server for software downloads, log in to the server’s Linux interface. For LSPs and ESSs, this can be a remote log in. 

To check for a connection to the TFTP or HTTP server:

1. Type ping ip_address where ip_address is the address of the TFTP or HTTP server, and press Enter.

Replies from the server scroll down the screen.

2. Log in to the server’s Web interface. For LSPs and ESSs, this can be a remote log in.

3. Click Firewall on the Maintenance Web page menu.

The Firewall screen appears.

4. Check that tftp Service using Port/Protocol 69, or http Service using Port/Protocol 80, is checkmarked in both Input to Server and Output to Server columns. 

NOTE: Ping may blocked within the customer’s network.  However, the TFTP server connection might still work, even with ping blocked.

	Check that a super-user login exists on the current system
	A super-user (SUSER) login must exist on the upgraded system before you can install a new authentication file.  Therefore, before you perform the upgrade, check that an SUSER login already  exists on the system.  
NOTE: DADMIN is a super-user login. 
On a pre-4.0 release:

5. Log in to the SAT screen on the server, and enter list logins. 

6. Check the service level column to verify whether a super-user or DADMIN service level already exists.
· If an SUSER login exists, you do not have to add one after the upgrade.

· If an SUSER login does not exist, you must add one after the upgrade but before installing the authentication file.


See 

	Using the Upgrade Tool
.
	


Using the Upgrade Tool

NOTE: Run the upgrades when the volume of voice and network traffic is low. 
NOTE: If your main server is a duplex server be sure to begin any upgrades from the active server (Server x). The Upgrade Tool automatically causes an interchange once the LSPs, the ESS servers, the media gateways, the other modules, and the standby media server (Server y) are upgraded. This interchange allows the Upgrade Tool to upgrade the originally-active (Server x).

However, if the upgrades for the LSPs, the ESS servers, and the media gateways are not complete and there is an server interchange, any devices listed in the scheduled upgrade on the originally-active server (Server x) will continue to be upgraded from Server x. This is assuming the interchange was not due to a failure of Server x.

CAUTION: If you are upgrading, the active (Server x) and standby (Server y) server, an interchange occurs after the original standby Server y has been upgraded. After this interchange, do not start another upgrade on the newly active Server y until the current upgrade has finished running on the formerly active Server x. You must use the Upgrade Tool’s View Prior menu option from Server x, on which you originally started the upgrade, to verify that the upgrade of Server x is complete.

Accessing the Upgrade Tool

You can access the Upgrade Tool on the S8300, the S8400, the S8500, and the S8700-series server with the following steps:

1. Access the media server by connecting a crossover cable to the services port or by connecting to the server over the LAN or a dialup connection. Be sure you have appropriately configured your laptop settings for this connection (see Installing and Upgrading the Avaya G700 Media Gateway and Avaya S8300 Media Server, Issue 9.1, 555-234-100, or Upgrading, Migrating, and Converting Media Servers and Gateways, Issue 2.1, 03-300412).

2. Open a browser on your laptop and connect to the media server’s IP address. For a direct connection through the services port, use the IP address 192.11.13.6. For a LAN connection, use the server’s IP address on the LAN.

3. If you are a technician you can log on to the server using the craft account. If you are a customer you can log on to the server with your super user login 

4. At the media server home page click Launch Upgrade Tool. 

The system displays the Upgrade Tool Home Page.

Figure 3: Upgrade Tool home screen
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Running a query for installed versions of software and firmware

5. Click Query Versions to view the software and firmware versions for each LSP, ESS server, and gateway that is registered with the main server.
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Figure 4: Query Versions select screen

6. Select Initiate New Query and click Submit to set up a new query. 

It could take several minutes to complete a new query. The time a new query takes depends on the number of LSPs, ESS servers, and gateways that are in the configuration. The system automatically finds and lists each main server (including the active and the standby S8700-series servers), LSPs, ESS servers, G350 Media Gateways, and G700 Media Gateways registered with the main server. Additionally, the media modules are listed for each media gateway. 

Because of the potential length of this screen, hot links are provided in each section so you can jump to the other sections. 

Figure 5: Query Versions definition screen (S8300 version)

[image: image5.png]AVAYA

Schedule Upgrade
View Active

View Prior

Integrated Management
Upgrade Tool

¥ Query Versions

Serol to: Common Values G350 Overrides G700 Overrides
Main Server Targets

Node Name IP Address Query?
pilsnerl 1259721 [

LSP Targets

Node Name IP Address |~ Query?
mgé-lsp. 122.16.22.62 r

Soroll to: LSP Tarqets G350 Overrides G700 Overrides

Common G350/G700 Logon Values
(These values will be used unless an averride is specified belaw)

Logon 1D
Password

Serall to: Common Values LSP Targets G700 Overrides

Override Common Values for G350 Targets
(The common G350/G700 Logon and Password Server Values will be used for all values lsft blank.)

Node Name IP Address [ Query? Logon ID Password

MGe0 - G350 122.16.2265 W

Serall to: Common Values LSP Targets G350 Overrides

Override Common Values for G700 Targets
(The common G350/G700 Logon and Password Server Values will be used for all values lsft blank.)

 very Psave [ sotce i “oessooctan e ]

=

[ 5 (@ Intemet.





7. Enter data for the devices you want to query.

You can select to query all of the devices or you can select individual devices. Enter a common logon ID and password that can be used to access all the gateways that do not have an override value entered.  You can save your entries on the screen and return to the screen later to run the query. This allows you the capability to stop and research any necessary information without losing your entries.

8. When you are finished with your selections, click Query.

While the query is running the system displays an “In-Progress” screen that updates every 10 seconds. 

If you wish to stop the query before it is finished, click Stop.

When the query is finished, the system displays the complete Query Version Results screen and changes the Query Status from “In-Progress” to “Complete”.

Figure 6: View Prior Query results screen (S8700-series version)
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9. Note the versions of the devices in the network. 

If you leave this screen, you can click Query Versions, select View Last Query Result, and click Submit to review the results again without rerunning the query.

Running the upgrade

10. To set up and schedule upgrades, click Schedule Upgrade. The system displays all main servers, ESS servers, LSPs, and gateway targets that are administered.

Figure 7: Schedule Upgrade screen 
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Figure 8: Schedule Upgrade screen (continued - S8700-series server version)
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Figure 9: Schedule Upgrade screen (continued)
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Figure 10: Schedule Upgrade screen (continued)
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11. Fill in all appropriate fields. Click Help for information about the fields on the screen. 

NOTE: The file names must be entered in the format shown. Do not change the names of the firmware files in the process of loading them onto the TFTP or FTP servers.

Use the information from the planning forms or Upgrade Worksheets to complete the Software/Firmware fields.

Use the following guidelines to setup the upgrade:

· If the customer uses a common logon ID and password for multiple gateways, complete the Common G350/G700 Logon Values fields.

· If the customer has a centralized TFTP server for use by multiple G700 or G350 Media Gateways or the customer has a centralized FTP server for use by multiple G350 Media Gateways, complete the Common TFTP/FTP Server Values fields. 

· If you use the /var/home/ftp/pub directory for the FTP server for G350 firmware upgrades, the directory name is pub. Do not enter the entire directory pathname. The IP address of the main server connects automatically to /var/home/ftp.

· For an S8700-series server, use the physical IP address of the server on which the firmware files are loaded, not the alias IP address of the active server. 

· Use the Max Sessions field to specify how many gateways can be simultaneously connected to a TFTP or a FTP server for upgrading. The number must be between one and 20 inclusive. If you do not specify a number, the Upgrade Tool defaults to six.

· If any gateways require unique logon values or unique TFTP or FTP servers, complete the Override Common Values for G350 and G700 Targets fields. You can enter override values for the following:

· The logon and password of the unique FTP server.

· The IP address of the unique TFTP or FTP server.
· The completed path to the directory from the root of the TFTP/FTP server.
· The logon information for the gateway.

· If any override fields are left blank, the values entered in the Common fields are used.
· If you check Use FTP for any row of values, the Upgrade Tool assumes the IP address and directory apply to an FTP server. If you use the main server’s var/home/ftp/pub directory for FTP, enter pub as the directory name.

· Some upgrades may time out due to network traffic and limitations on how long the Upgrade Tool will allow an upgrade to continue. The upgrade of a single LSP has a limit of one hour. The upgrade of a media gateway has a limit of 30 minutes.

· Since the media gateway (MGP) firmware files are fairly large they may cause a timeout during an upgrade to a remote location. What you enter in the TFTP Directory field depends on the type of TFTP server you are using. If the TFTP server is:
· An S8300 or an LSP, enter the path to the firmware files relative to the /tftpboot directory. For example, if the firmware files are in /tftpboot/cm4.0/728.0, enter cm4.0/728.0. 

NOTE: If the files are in the \tftpboot on the S8300 server/LSP and there is no subdirectory, leave the TFTP Directory field blank.
· An Avaya Windows server, enter the path of the outbound source for the TFTP server specified to be accessed. For example, if the firmware files reside in the directory c:\tftp_outbound\cm4.0\728.1 and the TFTP server application is configured to have its outbound source as c:\tftp_outbound, then you would enter cm4.0\728.1 as the value in the TFTP Directory field. 

NOTE: If the files are in C:/tftpboot on the Avaya server and there is no subdirectory, leave the TFTP Directory field blank.

· A customer server, ask the customer how their TFTP server is set up.

NOTE: A TFTP server must be accessible over the LAN from the gateway you are upgrading. The FTP server must be accessible over the LAN from the G350 Media Gateways you are upgrading. 

3. Click Schedule to set up the upgrade schedule or Run Now to run the upgrades immediately.

Figure 11: Schedule Upgrade screen (continued)
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The Start Date and Time fields are required, but the Stop Date and Time fields are not. Use the Stop Date and Time to ensure that upgrades do not occur during peak traffic time. New upgrades are not started after the stop time but upgrades that are in progress at that time continue to completion.

Click Submit to complete the upgrade schedule.

The upgrades run according to the schedule that you set. The Upgrade Tool automatically saves translations, reboots the media gateways and the servers, and makes the upgrades permanent.

Checking the status of an upgrade

You can check the status of a prior upgrade or you can check the status of the upgrade that is currently running.

View the status of a prior upgrade

To check the status of a prior upgrade, perform the following steps:

12. Click View Prior to view completed upgrades. 

The View Prior screen enables you to view the status of the last four upgrades.
Figure 12: View Prior select screen 
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13. Select the upgrade that you wish to view and click View. The View Prior screen shows the upgrade status of each component for the upgrade that you select.

The View Prior screen shows up to four selections, depending on how many upgrades have been started from this server. The screen does not show upgrades that you start from another server, such as the other server in a duplex server pair. 

The Upgrade Tool on the S8700-series server where the upgrade originally started contains the upgrade data. The server that becomes active because of an interchange during the upgrade process does not contain data for the upgrade.

Figure 13: View Prior results (S8700 version) screen 
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Figure 14: View Prior results screen, continued

[image: image14.png]GBack v = - @D [0 4| Quearch (Favortes Piedia (| D S =

ddress [) hitps:jsv-oddie dr.avaya.com/egbinflg7up_main

AVAYA

Help _Exit

6700 Media Gateway File Names
Query Versions Device Manager P330Tweb 4.04.exe
Schedule Upgrade [EREJSSMIERSSER viisa4_0_17 exe
View Active 6700 (MGP) map_24_3_0.bin
View Prior MM710 (T1/E1) mm710v3.fdl
MM7LL (analag) (HW v <= &) mm711vi7 fdl
MM711 (analog) (HW v = 7)  mm71h7v24 fdl
MM711 (analog) (HW v >= 20) mm711h20v6L fdl

MM712 (DCP) mm7125 fdl
11714 (analog) mm714ve1.fdl
MM717 (24 Port DCP) mm717v2
MM720 (BRI) mm720v6
1MM722 (2XBRI) mm722v2
MM760 (VoIP) mm760v201 fdl

Main Targets

Node Name IP Address Uparade? Update? Platform/Security?
oddiez 72181072 Y

oddier 72181020 Y LMW

LSP Targets
Node Name IP address  Uparade? Update? Platform/Security?

S P orvy R
Fotsm 722601 N W
Fo2am 7226102 WL

Integrated Management
Upgrade Tool

[ /8 Bt 7





Figure 15: View Prior results screen, continued
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When an upgrade is complete, Completed appears in the Status column for each target component. If an upgrade fails, Error appears in the Status column. For a description of the other status messages, click Help to view the online help.  

If the upgrade times out, check the status of the upgrade with the View Prior screen. Check the version of firmware running on the endpoints to determine which devices still need to be upgraded.

View the status of the upgrade in progress

To review the status of an upgrade in progress, click View Active. 

NOTE: If you use the View Active screen while upgrading the server on which the Upgrade Tool itself is running, the screen displays an error while the server is rebooted. To view the successful status of the upgrade of the server on which the Upgrade Tool is running, you must use the View Prior screen after the upgrade is complete. 

However, the upgrade is not complete until the following events occur:

· The server reboots. 

· Additional database updates occur after the reboot.

· The upgrade is made permanent. 

Making the upgrade permanent takes at least an additional five minutes beyond the reboot.  You can check to see when the upgrade is complete by checking the View Prior upgrade screen periodically or by doing the following:

1. Access the Maintenance Web pages on the main server. For an S8700-series duplicated server, this is the server from which you started the upgrade.

2. Select Boot Partition.

3. Check to see if a physical partition is identified as both the boot partition and the active partition, and that the physical partition contains the most recent software release.

Create a super-user login, if necessary

CAUTION: A customer super-user (SUSER) login must exist on a server before you install an authentication file. If an SUSER login did not exist before the upgrade, perform the following steps.  If you did not check for the SUSER login prior to the upgrade, perform the following steps.

4. Ask a customer representative for a login name and password that the customer would like for the super-user login. 
NOTE: Make sure the customer can change this login, its password, or its permissions later.

5. Under Security, select Administrator Accounts.

The Administrator Accounts screen appears.

6. Type the login name in the Enter Login ID or Group Name field.

7. Select Add Login, and click Submit.

The Administrator Logins -- Add Login screen appears.

8. Type susers in the login group field.

9. Type prof18 in the additional groups field. prof18 is the code for the customer superuser.

10. Put a check in the allow Linux shell access field.

11. Skip the lock this account and date on which account is disabled fields.

12. For the select type of authentication option, select password.

13. Complete the following fields:

· enter key or password

· re-enter key or password

· force password/key change on first login

NOTE: Do not lock the account or set the password to be disabled.

14. Leave the defaults in the remaining fields.

15. Click Add.

The system tells the login is added successfully.

Install updated authentication files on the primary controller and each LSP and ESS

Log into each LSP or ESS remotely if possible, and then the primary controller, to install the authentication files:

14. On the Maintenance Web Interface menu under Security, select Authentication File.
The Authentication File screen appears.

15. Select Install the Authentication file I previously downloaded and click Install.

The system tells you the authentication file is installed successfully.

Completing the Upgrade

Perform the following tasks to complete the upgrades.

	Target
	Description

	Complete the upgrade process on the main server.
	Verify operation of the media server(s)

	
	Record busyouts

	
	Enable scheduled maintenance

	
	Verify survivable remote port networks (S8700-series server only)

	
	Disable Ping

	
	Release MMI (S8700-series high and critical reliability systems only)

	
	Busyout trunks that were busied out before the upgrade

	
	Check for translation corruption

	
	Resolve alarms

	
	Back up the system

	
	Release alarm suppression on the active server (S8700-series servers only)


Upgrade Tool Worksheets

This section contains worksheets that you can use to collect data for the upgrade.

Upgrade software and firmware filenames worksheet

Use the worksheet in Table 3 to record software and firmware upgrade file names. The names should also be available on the normal planning forms from your project manager. 

Table 3: Upgrade software and firmware file names

	Items for upgrading 
	New file name for target

	   version string for S8700-series Media Server (main server or ESS server)
	     

	version string for S8500 Media Server (main server or ESS server)
	     

	version string for S8400 Media Server
	     

	version string for S8300 Media Server 
	     

	   version string for LSP
	     

	Update file for LSP, ESS server, and main server
	     

	Platform/security file for LSP, ESS server, and main server
	     

	G250 Only

	Media Gateway Processor (MGP)
	         

	Upgrade of the G250 firmware is not supported by the Upgrade Tool

	G350 Only

	G350 Processor
	     

	G350 Device Manager
	     

	MM312 24-port DCP Media Module 
	     

	MMANALOG (Integrated Analog)
	     

	G700 Only 

	Media Gateway Processor (MGP)
	     

	P330 Stack Processor 
	     

	P330 Device Manager 
	     

	MM760 VoIP Media Module and Motherboard VoIP
	     

	G350 and G700

	MM710 E1/T1 Media Module
	     

	MM711 Analog Port/Trunk Media Module (version 6 or earlier)
	     

	MM711 Analog Port/Trunk Media Module (version 7)
	     

	MM711 Analog Port/Trunk Media Module (version 20 or later)
	     

	MM712 DCP Media Module
	     

	MM714 Global Analog Media Module
	     

	MM716 24 Port Analog Media Module
	     

	MM717 24-port DCP Media Module
	     

	M720 BRI Media Module
	     

	MM722 BRI Trunk Media Module
	     


Upgrade targets

Complete the following worksheets to record upgrade targets and the upgrade software they require.

LSP upgrade targets

Use the worksheet in Table 4 only if you are not upgrading every LSP administered on the main server. This table lists each LSP that should be upgraded. To obtain a list of possible LSPs, you can use the Query Version feature of the Upgrade Tool. You can also use the display lsp SAT command in Communication Manager on the main server. Make additional copies of this table if necessary. 

Table 4: LSP Upgrade Targets
	LSP Node Name
	LSP IP Address
	Name or Description

	     
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     


Common G350/G700 Gateway values

Multiple media gateways may have the same login and password values. In this case, enter the login information in Table 5:

Table 5: Global Settings for G350/G700 Gateway
	G350/G700 Root login ID
	G350/G700 password

	     
	     


Common TFTP server values (for G700 Media Gateways)

Multiple G700 Media Gateways might receive firmware updates from the same TFTP server. In this case, enter the TFTP server information in Table 6:

Table 6: Global settings for TFTP server
	TFTP server IP address 
	TFTP server directory

	     
	     


Common FTP server values (for G350 Media Gateways)

Multiple G350 Media Gateways might receive firmware updates from the same FTP server. In this case, enter the FTP server information in Table 7:

Table 7: Global Settings for TFTP Server
	FTP server IP address 
	FTP server directory
	FTP server login ID
	FTP server password

	     
	     
	     
	     


G700 Media Gateways to upgrade

Complete the worksheet in Table 8 only if you cannot use the global settings for the G700 Media Gateways. This table lists each gateway that should be upgraded and its TFTP server information. To obtain a list of possible gateways, you can use the Query Version feature of the Upgrade Tool. You can also use the list media-gateway SAT command in Communication Manager on the main server. Make additional copies of this table if necessary.

Table 8: G700 Media Gateways to be upgraded
	G700 Media Gateway node name
	G700 Media Gateway IP address
	TFTP server IP address (If not global)
	TFTP server directory (If not global)
	Upgrade this gateway?
	Gateway root login
(If not global)
	Gateway password (If not global)

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     


G350 Media Gateways to upgrade

Complete the worksheet in Table 9 only if you cannot use the global settings for all G350 Media Gateways. This table lists each gateway that should be upgraded and its FTP server information. To obtain a list of possible gateways, you can use the Query Version feature of the Upgrade Tool. You can also use the list media-gateway SAT command in Communication Manager on the main server. Make additional copies of this table if necessary.

Table 9: G350 Media Gateways to be upgraded
	G350 Media Gateway node name
	G350 Media Gateway IP address
	FTP server login ID (If not global)
	FTP server pass-word (If not global)
	FTP server IP address (If not global)
	FTP server directory (If not global)
	Upgrade this gateway?
	Gateway root login
(If not global)
	Gate-way pass-word (If not global)

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     

	     
	     
	     
	     
	     
	     
	     
	     
	     


ESS servers to upgrade

Complete the worksheet in Table 10 if you are upgrading the ESS servers administered on the main server. This table lists each ESS server that should be upgraded. To obtain a list of possible ESS servers, you can use the Query Version feature of the Upgrade Tool.  Make additional copies of this table if necessary. 

Table 10: ESS Upgrade Targets
	ESS node name
	ESS IP address
	name or description

	     
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     

	       
	     
	     


Overview of LSP and ESS server upgrades through remote access

Note: The aspects of remote access described in this section may also apply to other tools that are used to upgrade software and firmware on the LSPs and the media gateways, specifically the Avaya Installation Wizard and the Software Update Manager.

Manage Software offers three ways to copy a release to the server. The three options are:

· Copy from the CD ROM drive

· Copy from a TFTP server

· Copy from the URL of a Web server

Copy from the CD ROM drive

To upgrade an LSP or an ESS server, the Communication Manager distribution CD must be inserted into a CD-ROM drive connected to server. This requirement necessitates that an installer be onsite. However, if someone at the remote location can insert a Communication Manager distribution CD into the CD-ROM drive of the LSP or the ESS server, then you can upgrade the server remotely. 

Follow these steps:

16. Have someone at the LSP or ESS server location (for example, a customer administrator) insert the CD into the server’s CD drive
17. Log into the LSP or ESS server remotely using a network connection or a modem dial-up.
18. Install the pre-upgrade patch.
19. Use the Manage Software Web page on the LSP or the ESS server to copy the new release of Communication Manager to the server’s hard drive.
20. Eject the CD.
21. Have someone at the LSP or the ESS server’s locations physically remove the CD from the drive. 
Note: If the CD is not removed and you attempt an upgrade, the LSP or the ESS server may attempt to use the CD when it reboots. If this happens, someone on-site must remove the CD and perform another reboot.

22. Follow the same procedures given earlier in this job aid to use the upgrade tool to perform the upgrade.
Copy from the TFTP server, proxy server, or web server

Use the following steps to copy Communication Manager software from the TFTP server, proxy server, or HTTP web server to the LSP or ESS:

1. Set up, if necessary, the TFTP server, proxy server, or HTTP servers.

2. Copy the required files onto the TFTP, proxy server, or HTTP web server, as explained on Page 11 REF OLE_LINK1 \h 


 REF OLE_LINK1 \h 


 REF OLE_LINK1 \h 
.

3. Log on to the media server to be upgraded.

4. Launch the media server’s Maintenance web interface.

5. Click Manage Software under the Server Upgrades heading.

6. The first screen allows you to choose the task. Select ‘Copy a release to local hard drive, but do not install it’ and click Continue.

7. The second screen allows you to choose a source from which the files will be downloaded. If your files are on a TFTP server, enter the IP address of the TFTP server in the copy from TFTP server at this IP address field and click continue. If your files are on a web server or a proxy server, enter the URL of the web server or the proxy server information in the appropriate fields and click continue.

8. The third screen allows you to choose the software. The server you are logged into reads the software release(s) that are available on the TFTP server, proxy server, or web server and displays them on the screen. If there are multiple choices, you must select the software that you want to use and click continue.

The server attempts to connect to the specified server containing the software files and copies the files to your target server. 

NOTES:

All trademarks identified by the ® or TM are registered trademarks or trademarks, respectively, of Avaya Inc.  All other trademarks are the property of their respective owners.

Copyright ( 2007 Avaya Inc. All rights reserved.
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� Upgrades from Communication Manager R2.1 or later


� S8300 Media Server used as an LSP must be an S8300B version


� Upgrades from Communication Manager R3.0 or later


� To upgrade an S8300 LSP from Communication Manager Release 1.3 to Communication Manager Release 4.0, you must use the instructions in “Upgrading an Existing S8300A to R4.0” in Installing and Upgrading  the Avaya G700 Media Gateway and Avaya S8300 Media Server, Issue 10, 555-234-100. This upgrade requires a replacement of the S8300A with an S8300B or S8300C.


� The S8300 LSP must already have the S8300 version “B”. Otherwise, this upgrade requires a replacement of the S8300A with an S8300B or S8300C.
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